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Lab 07 – Web Server Log Analysis

CIS 4204

1. What is the data/time range of the log?

Apr 19 2010 6:36:15 to apr 24th  2010 18:51:54

1. Were any proxies involved? If so, which ones?

Yes, the logs indicate the involvement of proxies. The IP addresses listed in the logs suggest that requests are being routed through different proxy servers. In particular, the presence of multiple requests from the same IP addresses but with different user agents could be indicative of proxy use or a bot network routing traffic.

For example:

* The log entries with IP addresses like **190.166.87.164** and **114.111.36.26** might be proxies or bots that are scraping or scanning the site. Proxies often mask the original IP address of the client making the request.

3. Which pages were clients accessing with GET requests?

 /wp-admin

 /wp-admin/

4. What version of WordPress is being used?

WordPress/2.9.2; http://www.domain.org

5. Which page(s) is HTTP POST going to?

/wp-cron.php?doing\_wp\_cron

6. What proxy scanner was being used?

**NaverBot** – A web crawler used by the Naver search engine. It accesses your server by requesting pages like /robots.txt and the homepage /, identifying itself as "Mozilla/4.0 (compatible; NaverBot/1.0)".

So, the proxy scanner involved is **NaverBot**

7. A password was set. What was the ID and password set?

**Username:** DoomsDay  
**Password:** youcanrap